User Guide for JBoss Negotiation

A Guide for
Administrators

Darran A. Lofthouse
ISBN:
Publication date:



User Guide for JBoss Negotiation




User Guide for JBoss Negotiation: A Guide for Administrators
by Darran A. Lofthouse




User Guide for JBoss Negotiation




BIE- Vo = AU o 1T o Lo =P vii

o 1= = o7 T iX
1. Introduction to JB0OSS Negotiation ..........cccceuiiiiiieiiieiie e e e e 1
L. COMPONEBNTS oottt ettt e e e et e e e ees 1

2. General Authentication ProCESS ........cccvuuiieiiiiiiieiiiin e 1

3. PrE-TEQUISITS ...neiiitii ettt e e e e e e 2

2. General INSTAlALION ........cuuuiiiiii e 3
I 111 o o {1 T3 1T o ISP 3

P22 (9153 7= | =i o o SR 3

2.1. Authenticator Installation ............ccoiviiiiiiiii 3

2.1.0. IBOSS AS 4.2.X touiieiiiii et 3

2.1.2. IJB0OSS AS 5.0.X iiuiiiiii e 4

2.2. RealMm Properties .....ccouuiiiiiiiiii et 5

2.2.1. Command LiNe ......oooeuiiiiiiiiiiiei e 5

2.2.2. System Properties SEerviCe .........cooeevviiiiiieiiii e eeiees 5

2.2.3. MUMtiple KDCS ...ooiiiiiiiiiieeeeei et 6

2.3. Host Security DOMAIN .........oiviiiiiiiicie e 6

2.4. Application Security DOMAIN .......cc.uuiiiiiiiiiieiiiiiee e 7

2. 5, DN S 9

2.6. WeD APPIICALION ....cciiiiiiiiiii e e 9

3. Negotiation TOOIKIt ......c.uuiiiiiei e e e e 10

3.1 FrONt PAGE ...cvniiiiiii e 10

3.2. BasiC Negotiation ...........coevuiiiiiieii e e 12

3.3. Security DOMAIN TESE .....iiiiiiieiiii e 15

ST ol U =T o PP 17

3. MiCrosoft ACHIVE DIFECIOMY ......coeeuuneiiiii ettt eaees 19
I T o 13 Td 1o o [N PP 19

1.1. Windows 2003 SUupport TOOIS .........uuveviiiiieiiiiineeeii e 19

2. Server USEr Creation .......c.ocuuieiiiiiiieeeiie e 19

3. Service ACCOUNE MAPPING ....vuniiiiirieiiiiii e e e e e e 24

o = Lo (=R \Y =T o] o] o PPN 27

. e P A o e 29
L FIEE P A e 29

I 11 o T VT 1o o I 29

R o = =T o [ ¢S 29

1.3. Service Principal Creation ...........cccooveieiiiiiiiiiiieeci e 29

1.4, EXpOrt Keytab ......cooovviiiiii e 33

5. Microsoft Internet EXPIOTEr .......ccoouiiiiiiiiiii e 35
I T o 13 Td 1o o [N PP 35

A Mo o= 1 [ 1> g =1 P 35

6. MOZIllA FIr€FOX ..oevuiieiiiiiie e e et 39
I o1 o o [1 T3 1T o PN 39

P2 o] a1 To 0T =1 o I 39

7. REFEIENCES ... e e e 43




User Guide for JBoss Negotiation

8. TroubIEShOOtING ...ccveiii e 45
L. INtrodUCTION oo 45

2 o T o |1 o 45

2.1. MESSAGE TIACING .evvvneiietineeiiiiieeeeit e e ettt e ettt e e eeti e e eeriaeeeens 45

A. Advanced LDAP Login MOAUIE .........ccouuiiiiiiiiii e 49
1. CONFIQUIALION ...ttt 49

1.1. Search CONNECHION ......cccuunieiiiii et e eeees 49

1.1.1. Username / Credential Authentication .................ccc.ccs 49

1.1.2. GSSAPI Authentication ...........ccccuviiiviiiiiieiiii e, 50

1.2. USer DN S@arCh ...couiiiiiiiii e 50

1.3. User AUtheNntiCatioN ..........oooveuiieiiiiii e 51

1.4. ROIES SEAICH ..coviiiei 51

2. EXAMPIES oot 53

2.1, ACHVE DIFECLONY ....uniiiiiiiieei e 53

2.1.1. Full Authentication ...........ccooeeiiiiieiiiiiiiee e 54

2.1.2. Chained Configuration ............cccooeiiuiiiiiiiiiine e 55

2.2, Free [P A o 56

2.3. Full Authentication ...........ccccoiiiiiiiii e 57

2.4. Chained Configuration ............ccoevuiiiiiiiieiiiee e 59

vi



Target Audience

This guide is aimed at administrators who want to use the JBoss Negotiation
authenticator to implement silent SPNEGO authentication.
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Preface
JBoss Negotiation is a project of JBoss Security in the JEMS product suite.

The initial development of JBoss Negotiation is now complete so JBoss Negotiation
2.0.3.GA is the first GA release.

Use of the JBoss Negotiation library can be discussed in the security users forum.
Security and JAAS/JBoss [http://www.jboss.org]

Bugs and feature requests can be reported in Jira under the SECURITY project.
JIRA SECURITY [http://jira.jposs.com/jira/browse/SECURITY] For any issues raised
be sure to set the component to 'Negotiation'.

The source code for the library is held within SVN: - security-negotiation
[http://anonsvn.jboss.org/repos/jbossas/projects/security/security-negotiation]

Authors:

« Darran Lofthouse - Negotiation authenticator developer.
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Chapter 1.

Introduction to JBossS
Negotiation

The JBoss Negotiation project provides a set of components to bring ' S imple and P
rotected GSSAPI Nego tiation Mechanism' or SPNEGO to JBoss.

SPNEGO authentication allows a user already authenticated to a K erberos D omain
C ontroller / KDC to silently authenticate to remote services without being prompted
for further usernames and passwords. In addition to this the users credentials can be
delegate to the remote system allowing the remote system to contact further systems
as the user.

Many web browsers provide support for SPNEGO authentication, this document
focuses on Microsoft Internet Explorer™ and Mozilla Firefox. There are also a
number of kerberos domain controllers available, this documentation focusses on
Microsoft Active Directory™ and the MIT KDC implementation when included in
FreelPA. Contributions for documentation on other web browsers and KDCs would
be welcome.

1. Components

The JBoss Negotiation project provides the following components: -

* SPNEGO Authenticator and Login Module

The authentication process is handled by a JBoss Web Authenticator that and a
JAAS login module, this combination achieves the integration with JBoss security.

* Negotiation Toolkit

This is a couple of utilities and a web application that can be used to test various
aspects of your negotiation configuration to enable you to verify that the required
steps are working correctly and to debug where failures may be occuring.

2. General Authentication Process

When working with the JBoss login modules and the existing authentication
mechanisms work by asking the user to authenticate themseves by the client
sending thier credentials to the server and then the login module verifying the
credentials against either a local store of credentials or against a store on a remote
repository such as a database server or a LDAP server.

The SPNEGO authentication mechansim is slightly different.
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« Server Authentication - First the application server itself authenticates against
the KDC and obtains it's own ticket.

« Client Authentication - After the server prompt the client to authenticate the client
responds with a SPNEGO token, the server then makes use of it's own ticket to
decode the clients ticked and respond to the client.

This process can take a couple of round trips for the client to authenticate against
the server.

« Mututal Authentication - If this is required it is even possible for the client to
request that the server authenticates itself against the client.

» Credential Delegation - A client can also be configured so that the credentials
used for authentication can be delegated to the server, this means that the
application server can then go on and call other systems on behalf of the calling
client.

3. Pre-requisits

The installation of this module requires the externalised authenticator capability
of JBoss which was added from JBoss 4.0.5.GA, these instructions have been
prepared against JBoss AS 4.2.3.GA and JBoss AS 5.0.0.GA.

http://wiki.jboss.org/wiki/ExternalizeTomcatAuthenticators
[http://www.jboss.org/community/docs/DOC-9729]
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Chapter 2.

General Installation

1. Introduction

This section of the document describes the general installation process of the
negotiation module, the following chapters in this guide describe the specific
configuration requirements for the KDC and the web browser.

This documentation covers two topics.

« Installation and configuration of the library itself.
* Installation of the negotiation toolkit to test the installation.

It is recommended that you use the negotiation toolkit to test that the security
settings are correctly working before attempting to secure your own web application,
this way you can eliminate if any problems are specific to your web application and
also use the toolkit to obtain additional debug information.

Also see Chapter 8, Troubleshooting for information on additional logging which is
available to diagnose installation issues.

2. Installation

2.1. Authenticator Installation

The authenticator is contained within a single jar '
j boss-negotiation-2.0.3. GA jar ', this jar should be placed in the following
location - {j boss. hore}/ server/{configuration}/lib/

The locations to define the authenticator are slightly different between JBoss AS
4.2.x and JBoss AS 5.0.x.

2.1.1. IBoss AS 4.2.x

After copying the jar to the above location you will need to add the authenticator
itself to the following descriptor -

{]j boss. home}/server/{configuration}/depl oy/jboss-web. depl oyer/ META-
I NF/ j boss-service. xm

Within this descriptor you should see a set of authenticators, to add negotiation you
should add the following entry: -

<j ava: property>
<j ava: key>SPNEGO</ j ava: key>
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<j ava: val ue>or g. j boss. security. negoti ati on. Negoti ati onAut henti cat or </
j ava: val ue>
</j ava: property>

2.1.2. IBoss AS 5.0.x

After copying the jar to the above location you will need to add the authenticator
itself to the following descriptor -

{j boss. home}/server/{configuration}/depl oyers/jbossweb. depl oyer/ META-
I NF/ war - depl oyer s-j boss- beans. xm

Within this descriptor you should see a set of authenticators defined using a property
called "authenticators”, you should add the following entry: -

<entry>
<key>SPNEGO</ key>

<val ue>org. j boss. security. negoti ati on. Negoti ati onAut henti cat or </

val ue>
</entry>

Tip

Ensure that there is no white space around the classname as this can
cause the deployment to fail.

Warning

If you have been using the Beta releases then you

may have been using the authenticator called

org. j boss. security. negoti ati on. spnego. SPNEGOAut hent i cat or
this authenticator is now deprecated and will be removed in a future
release so you should switch to the NegotiationAuthenticator as
shown above.

The key can be any value you choose, however using SPNEGO is recommended to
be consistent with the rest of this document, this is also required by the Negotiation
Toolkit.




Realm Properties

2.2. Realm Properties

If you are running your JBoss installation on a host which is already configured to
authenticate against a Kerberos KDC then you can skip this step, however if the
host is not already configured against a KDC or if you need JBoss to authenticate
against a different KDC a couple of system properties need to be set so that JBoss
can identify the correct realm and kdc.

The two properties that need to be set are.

 java.security.krb5.realm - This is the Kerberos realm to authenticate against.
* java.security.krb5.kdc - This is the hostname of the KDC itself.

Both of these properties are specific to the

JVM so further information is available from
http://java.sun.com/j2se/1.5.0/docs/guide/security/jgss/tutorials/KerberosReq.html
[http://java.sun.com/j2se/1.5.0/docs/guide/security/jgss/tutorials/KerberosReq.html]

2.2.1. Command Line

The easiest way to set the properties is to pass them to JBoss on the command line
when you start the server e.g.

./run.sh -Djava. security. krb5. r eal mmKERBERCS. JBCSS. ORG
- Dj ava. security. krb5. kdc=ker beros. security.jboss. org

2.2.2. System Properties Service

JBoss also make a properties service available which will allow you to define these
properties in a descriptor and the properties service will set them as JBoss starts,
the only requirement is that these properties are set before the first authentication
attempt - JBoss does not allow incomming HTTP connections until the server is
completely started so this is not a problem.

The properties service is documented in the Wiki
at http://wiki.jboss.org/wiki/PropertiesService
[http://wiki.jboss.org/wiki/PropertiesService]

There is already a deployment of the properties service that you can add your
properties to, this is in the following descriptor: -

{jboss.home}//server/{configuration}/deploy/properties-service.xml

Add the following attribute to the ‘jboss:type=Service,name=SystemProperties'
MBean to set the properties: -
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<attribute nane="Properties">
java. security. krb5. kdc=ker beros. security.jboss.org

java. security. krb5. r eal m=KERBERCS. JBCSS. ORG
</attribute>

2.2.3. Multiple KDCs

If in addition to your master KDC if you also have one or more slave KDCs then it
is also possible list these using the java.security.krb5.kdc system property, this will
allow an alternative to be used if it is not possible to contact the master KDC.

This is a feature of Java GSS
http://java.sun.com/j2se/1.5.0/docs/guide/security/jgss/jgss-features.html

[http://java.sun.com/j2se/1.5.0/docs/guide/security/jgss/jgss-features.html] The KDCs
should be delimited using a colon (:) e.g.

./run. sh

-D ava. securi ty. kr b5. r eal nFKERBEROCS. JBOSS. ORG SLAVE_KDC. JBCSS. ORG
- Dj ava. security. krb5. kdc=ker beros. security.jboss. org

2.3. Host Security Domain

The application server requires a security domain that it can use to first authenticate
against the KDC, in order to configure this a keytab will be required for the principal
that represents the application server. The following chapters will cover the details
of setting up a service host and obtaining the keytab from the KDC but the general
requirements to configure the security domain in JBoss are the same.

Below is an example host security domain: -

<appl i cati on-policy name="host">
<aut henti cati on>
<l ogi n- nodul e
code="com sun. security. aut h. rodul e. Kr b5Logi nModul e"
flag="required">
<nmodul e- opti on nane="st or eKey" >t r ue</ nodul e- opti on>
<nmodul e- opti on nane="useKeyTab" >t r ue</ nodul e- opti on>
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Application Security Domain

<nmodul e- opti on
name="pri nci pal ">host/t est ser ver @XERBERCS. JBOSS. ORG</ nodul e-
opti on>
<nodul e- opti on
nanme="keyTab" >/ hone/ j boss_user/t est server. keyt ab</ nodul e- opti on>
<nmodul e- opti on nanme="doNot Pronpt ">t r ue</ nodul e- opti on>
<nodul e- opti on name="debug" >t r ue</ nodul e- opti on>
</ | ogi n- nmodul e>
</ aut henti cati on>
</ appli cati on-policy>

The selected name of the security domain is not important, later it will be possible
which security domain to use to authenticate the server.

The following options are required.

 storeKey - cache the private key within the Subject.

» useKeyTab - Specify that the key will be loaded from a keyTab

« principal - The full name of the principal to obtain from the keytab

» keyTab - The full path to the keytab containing the servers key

« doNotPrompt - As this is a server disable prompting for the servers password

» debug - enable logging if additional debug information

Note

Once everything is working you may want to set debug to false as it
logs to STDOUT.

Caution

The Krb5LoginModule does have an option to be configured to use a
local credentials cache, this should be avoided as it is incompatible
with the storKey option which is required for SPNEGO negotiation.

2.4. Application Security Domain

The application also requires it's own security domain to be defined with a login
module to work in connection with the NegotiationAuthenticator and a second login
module to load the roles of the authenticated user.
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An example security domain is shown below.

<appl i cati on-policy name="SPNEGO' >
<aut henti cati on>
<l ogi n- nodul e

code="org.j boss. security. negotiation. spnego. SPNEGOLogi nhMbdul e"
flag="requisite">
<nodul e- opti on
nane="passwor d- st acki ng" >useFi r st Pass</ nodul e- opt i on>
<nmodul e- opti on
nane="server Secur it yDonmai n" >host </ nodul e- opti on>
</ | ogi n- nodul e>
<l ogi n- nodul e
code="org.j boss. security. aut h. spi . User sRol esLogi nModul e"
flag="required">
<nodul e- opti on
nane="passwor d- st acki ng" >useFi r st Pass</ nodul e- opti on>
<nmodul e- opti on
nane="user sProperti es" >props/ spnego- users. properties</ nodul e-
opti on>
<nmodul e- opti on
nane="r ol esProperti es" >props/ spnego-rol es. properties</ nmodul e-
opti on>
</ | ogi n- nodul e>
</ aut henti cati on>
</ appl i cati on-policy>

The SPNEGOLoginModule requires the following two options.

» password-stacking - Setting this to useFirstPass allows a second module to load
the roles.

 serverSecurityDomain - The security domain of the application server as
previously defined.

The second login module is used to load the users roles after the authentication has
already taken place by the previous login module.

Please see the following documentation for further information on the JBoss login
modules and more specifically the UsersRolesLoginModule: -

JBoss 4.2.2.GA Configuration Guide
[http:/Iwww.jboss.org/file-access/default/members/jbossas/freezone/docs/
Server_Configuration_Guide/beta422/html/
Security_on_JBoss.html#Defining_Security Domains-Using_JBoss_Login_Modules]
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DNS

If the application security domain is defined within the

{j boss. home}/server/{configuration}/conf/l ogin-config.xmn
descriptor the properties files should be located in

{]j boss. home}/server/{configuration}/conf/props.

The spnego-users.properties file should be empty as the previous login module is
handling the authentication, the spnego-roles.properties should be as follows: -

# Aroles.properties file for use with the UsersRol esLogi nModul e
dar r anl @GXERBERCS. JBOSS. ORG=User s

Before the '="is the fully qualified name of the user, after the '="is a comma
separated list of the users roles.

The JBoss Negotiation project also includes a new login module that can be used
to obtain the roles from LDAP after the SPNEGO login module see ' Appendix A,
Advanced LDAP Login Module ' for the complete documentation on chaining this
login module after the SPNEGOLoginModule.

2.5. DNS

So that the web browsers communicating with the application server can trust the
application server when it prompts for the negotiation to take place it is important that
the IP address of the server running JBoss is mapped correctly.

In these examples the example KDC realm is 'KERBEROS.JBOSS.ORG' and the
server hosting JBoss is 'testserver', the IP address of the server should be resolvable
as 'testserver.kerberos.jboss.org'.

This configuration change can either be made on your actual DNS server or can be
made locally on the client machine.

2.6. Web Application

Once the server is configured your web application also needs to be configured to
make use of SPNEGO negotiation as the authentication mechanism.

First the web application needs to be configured to use the application security
domain as defined previously: -

<j boss- web>
<security-donai n>j ava: / j aas/ SPNEGO</ securi ty-domai n>
</ j boss- web>
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Next the login-config needs to be configured to use the SPNEGO authenticator
defined previously: -

<l ogi n-confi g>
<aut h- met hod>SPNEGO</ aut h- met hod>
<r eal m name>SPNEGO</ r eal m nane>
</l ogi n- confi g>

In the above example it is the auth-method that maps to the key used for the
authenticator previously.

3. Negotiation Toolkit

The Negotiation Toolkit is a web application that you can deploy to your JBoss
installation to test various aspects of your SPNEGO configuration without adding the
complications of getting your own applications to work at the same time. Once the
Negotiation Toolkit demonstrates that negotiation is occurring without any problems
then you can move to secure your own web application.

The Negotiation Toolkit is distributed within a war called
'iboss-negotiation-toolkit.war', this war should be placed in the
{j boss. hone}/server/{configuration}/depl oy folder to deploy.

The Negotiation Toolkit was assumes that the authenticator was defined with a

key of 'SPNEGO' and with an application security domain of 'SPNEGOQO/, if either of
these are different in your JBoss installation you can deploy the war as an exploded
deployment and modify as necessary.

Once deployed it should be possible to access the Negotiation Toolkit web
application at the following URL assuming your DNS entry is correct as described
previously. http://testserver.kerberos.jboss.org:8080/jboss-negotiation-toolkit
[http://testserver.kerberos.jboss.org:8080/jboss-negotiation-toolkit]

3.1. Front Page

The main page for the negotion toolkit contains links to the various utilities within the
toolkit that can be used to test your installation. It is recommended that you follow the
links from top to bottom to get the stages working.

10
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Front Page

Toolkit - Microsoft Internet Explorer

fiews  Fawvoribes  Tools  Help
3 - [=] [2] & | ' Search - Favorites 4% | - o B
ep: [ ftestserver, kerberos, jboss, org: 5080/ jboss-negaotiation-toolkit |

iation Toolkit
tioniToalldt iz a et of servlets that cat be uzed to test SPNEGD.
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sgotiation servlet is a servlet that will attempt the wutial stages of negotiation with the client browser.
- of this servlet is to verify that the client browser does respond with a SPHEGO token and displays the contents
atio

Jomain Test

Domain Test servlet 13 a servlet that will prompt you for the name of the security domain the server is using to 2
attempt the authentication.

will display the results of the authentication.

- of this servlet is to verify the server can authenticate without needing a full SPHEGOD request from a client.
waif T est

gervlet 18 a servlet that has been fully secured.
will display the users principal and the users roles.
- of this servlet is to test the final stage of configuration to werify that SPNEGO authentication 1s working,

Figure 2.1. Negotiation Toolkit Front Page
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Note

Before using the Negotiation Toolkit you should have completed the

installation process, a number of the actions in the toolkit involve
either the application server or the web browser communicating with
the KDC which needs to be correctly configured.

3.2. Basic Negotiation

The 'Basic Negotiation' servlet can be used to test that the web browser does trust
the application server to attempt negotation. The servlet simply prompts the web
browser to negotiation and outputs if a SPNEGO token was received or not.

An unsucsessful negotation would result in output similar to the following.

12



Basic Negotiation
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Figure 2.2. Basic Negotiation Failure

If the web browser successfully sends a SPNEGO token you should see output
similar to the following.
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W TEwHCIHITINMOQUInURRYLUFRERBVCSDTO20T A 30 ATWVIC AQK KV DA nGwRIVFROGyZ0
W LAtV T A0Lmdzc2xh ¥y AH e ViaG FOL il wvhaOc A Qkwres Mo ANMC &4 Reh b wIBASKC

bt &b & EPAHFRIBetwPH W zn D +u+ 0 G Tl enDIE o Rz 3G N O AV pl oG Hzoar
CalavHY Nk U 4w GedFLIsz kIt Y+ ESACEES DR AHHhAN 42 2 CVAI LT AV Dige 5 T2 ¥t Qepat
BIbeWWEBonFEbd o ity BOpfa Dedynakne 2P Th T Walee D Ivrs 5B Tenl 61 EXLaE 9G Ele
wdots51 ODIEds FObIxBADIFASSenl LEACC 3 6et kAl Vbl zavllLal O&tEhREATE

ofdClpC D 3zC 2B P A wplaen M EHIWE 4 WaD E L 3llWsEnF U3 pzgenteyehzExd

T kkt+zmQVHYEL T0:DoH)4s W Szs | Pe WM T nfd VISK nFPgle &t EDE LT LI T fodine

b+ reDIVWEL 2T X0 twHyWHuS 3wrgaV-HHIEyBe N OprGOAHKHERIA WiTHeHagh VLU R

erEal I0GYIoFulIW31 TewPIELBWId N Fzllpls £z 4N it F EenOsgR K oI fyggqugdOpx

yWLFSVzp 3N Wht jo T2 e Q0N td TE O LE S 19k Znl A DreFITszb M HE Y G THAQzo

TFEbuss phdF sl Wer SCIF gfelhW vk +HTHIALC & on Vi p el PA0z Q0L sBzfl cRdfeXu
grizwBoi izeran X DezxWdi 5T g T-.’i.i'KJIQmeN QNQgrdllEg%rHIkaGzc}iibpd

~— TrTer a TTRTYT TR MSATIL L TTS M a4 L TS T LRLL ™ L TEITTTMA =oan

Figure 2.3. Basic Negotiation Success

The resulting web page shows a breakdown of some of the information contained
within the negotiation token.
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Security Domain Test

3.3. Security Domain Test

It is important that the application server can authenticate against the KDC using it's
own security domain, the 'Security Domain Test' servlet is a servlet that can be used
to test that the security domain can authenticate.

On the first page you will need to enter the name of the security domain being used,
in these examples the security domain is called 'host'.

) Megotiation Toolkit - Microsoft Internet Explorer

ile  Edit  Wiew Favorites  Tools  Help
}Eiack > |ﬂ @ ;“ o~ Search 7 Favorites -!?!| i E

ddress ﬂj htkp: fitestserver, kerberos, jboss,org: 030/ jboss-negotiation-toolkit) SecurityDomain Test

=5 el

Negotiation Toolkit

security Domain Test

Please enter the narae of the secunty-dorman nsed for the server to authenticate itzelf

Security Domain |host

ﬂ Dione | | | | | |h. J Lacal inkranet

Figure 2.4. Security Domain Test

If the authentication is successful you should see output similar to the following.
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Chapter 2. General Installation

) Megotiation Toolkit - Microsoft Internet Explorer

ile  Edit Wiew  Favorites  Tools  Help

JBack ~ &3 ~ [x] [2] . | ' Search - - Favaorites & | - o =
ddress fﬂj htkp: [itestserver . kerberos, jhoss, org: 80580/ boss-negotiation-toolkit SecuritvDomainTest rsecurity >

Negotiation Toolkit

Security Domain Test
Testing secunty-domain host'
Authenticated

Suhject:

Principal: host/testserverdVM1lod GESLAE. PDU. REDHAT . COM

Priwvate Credential: Ticket (hex) =

oooo: &1 22 02 CE 20 8 03 C1 a0 032 02 01 OF Al 1I» 1B & - 0. ... .. ...
oolo: 1B Ee 4D 31 20 34 ZE 47 53 B2 4C 41 42 ZE EE 44 _VM104 . GSSLAE. BD
QOz0: E5 ZE EZ 45 44 43 41 L4 ZE 43 4F 4D AF 30 30 ZE U. REDHAT. COM. 00,
QoOz0: A0 03 0O 01 02 &1 7 20 25 1B 05 B 72 &2 74 &7 ... .. '0%. .krbtyg
oo40: 74 1B 1E E& 4D 31 20 24 zZE 47 532 B3 4C 41 4F ZE . _VM104_ GESLAE.
QoOLt0: EZ 44 EL5 ZE LZ 45 44 48 41 54 FE 43 4F 4D 43 5z PBEDU. REDHAT. COM. .
QoOg0: 03 &7 20 82 032 &3 AO 03 0Z 01 17 &1 032 02 0l 0z _g0..c. ... .....

aovo: AR 2 03 BEE 04 22 032 E1 &5 FE 1C BDr C4 EB 22 DE .. .U, . Qe...._ [3.
oos0: De 9B 63 £1 23 5B 01 50 CO &AD 33 £ ED YE AE E1 . _ h!.[..... A ..
oo20: 0l 0OF 3 EF 4B 27 F4 CF A% B2 0OE AE EC CE De 72 ... K'. .. ...... =)
goad: &4 72 &5 F3 11 CO E& 31 FC 23 1B 87 EDr 78 CO BE dxf. . al_#..._ x..
QOEO: S5F 53 S8E BO 8C &7 F2 AE AR SF AR OC Z0 C3 77 61 ... . W...... .TWTA
oaco: o0e CE 1A £% ZE 7D 45 0% F? EZ B8A FC &3 BD O0A D4 .. ). E._ . ... ol
gopd: 20 L% EE Be DE OO KD E2 1D EO E4 DD DDF &0 AR 1F .. RB.._1H.P._.°

QOE0: 32 C8 FE &C BE &3 EBE 01 D3 05 B3 DO CO 1€ 0OA 31 2. 1. k. ... ..... 1

QOF0: 4% &2 10 CE 22 EZE 15 2D &E B2 EF 04 F2 A7 AD A0 Ti. .. +..n./_ (...
gloo: 0z o 87 1B 21 ZE 28 EBE Y1 &4 35 87 EB ED AE DE .P..1=..g.5.[]..

ﬂ Dione | | | | | |l J Local inkranet

Figure 2.5. Security Domain Test - Authenticated
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Secured

3.4. Secured

The final servlet in the toolkit is the 'Secured' servlet, this servlet is configured to
require full SPNEGO authentication, if you get output similar to the following output
this means you have everything configured correctly.

) Megotiation Toolkit - Microsoft Internet Explorer

ile  Edit Wiew Favorites  Tools  Help

Yeack - O - [x) @ (&

ddress :Ej http: fitestserver . kerberos, jboss, org: 8080/ jboss-negotiation-toolkit/Secured

o~ Search 7 Favorites -F’| - 28 =

Negotiation Toolkit

Secured

Uzer Principal

darranl @VH104. GSSLAE. PDTT. RBEDHAT . COM
Caller Principal
Z3ZBOER0FES1EZCAcEE21 825 ECEALCE
Suhbject

Suhject:

Principal: darranl@VMlod. GS5LAE. BDTT. REDHAT . COM

Principal: PRolesimembers:Users)

Pritvicipal: CallerPrincipal (memhers:darranl@yWMlod  52LAE. PDT. REDHALT . COM)

ﬂ Dione | | | | | |l J Local inkranet

Figure 2.6. Secured
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Chapter 3.

Microsoft Active Directory

1. Introduction

This chapter describes the steps required to configure the authenticator which are
specific to Windows, these instructions are prepared against Windows 2003.

The Windows 2003 machine hosting the user accounts is required to be an Active
Directory domain controller - having a Windows machine with accounts managed
locally is not sufficient.

1.1. Windows 2003 Support Tools

A couple of additional command line utilities are going to be required when
configuring the service accounts on the domain controller, these can be
downloaded directly from Microsoft http://go.microsoft.com/fwlink/?Linkld=100114
[http://go.microsoft.com/fwlink/?Linkld=100114]

2. Server User Creation

First the server requires a user account to be created for it within the domain, this
needs to be a normal user account and not a computer account - we will perform
some additional steps later to map the user account to a service account.

As we are going to be referring to the server using the name
'testserver.kerberos.jboss.org' we will create a user called 'testserver'.

A Warning

It is important to set a valid password on the account as soon as you
create as changing the password later can invalidate the keytab that
you export which would break your JBoss installations.

The first step is to create the actual user.
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Mew Object - User

ﬁ Create i w104, gzzlab rdu redhat. comdU zers

Eirst narme: testzerser |rikials;

Laszt name:

Full narme: testzerver

Uszer logon name:

Itestser'-.-'er I@vnﬂ 04. gzslab. rdu. redhat. com j

Uzer logon hame [pre-Windows 2000]:

I"-.-"M_1 044, Itestsewer

< Back

Cancel

Figure 3.1. New User
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Server User Creatio

n

Mew Object - User

ﬁ Create i w104, gzzlab rdu redhat. comdU zers

Paszword: TTYITTITITIITITITTIILY

Confirm password: TTYITTITITIITITITTIILY

[ User must change password at next logon
W Uszer cannot change pazsword
W Pazzword never expires

[T Account iz dizabled

< Back

Cancel

Figure 3.2. New User Password

Set the password for the new user and ensure both 'User cannot change password'
and 'Password never expires' are set.
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New Dbject - User

ﬁ Create i w104, gzzlab rdu redhat. comdU zers

When pou click Finizh, the fallowing abject will be created:

Full narne: testserver ;I
Uzer logon name: testzerven@ym 04, gzzlab rdu redhat. com

The uszer cannot change the password.
The pazzword never expires.

[~

< Back Cancel |

Figure 3.3. New User Finish

Next you will need to open the properties dialog for the user to make one more
change to make the account suitable as a service account.
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Server User Creation

testserver Properties |

Member OF I Diial-in I Erevironiment I Seszions
Rernote control | Terminal Services Profile I COM+
General I Addresz  Account | Frofile I T elephones I Organization

Uzer logon name:

testeerser (@104, gzzlab. rdu. redhat. com j
Uzer logon name [pre-indows 2000);
Wha 1044 testaerer

Logon Hours. . Log On To...

[T Account iz locked out

Account optiohs;

[ Account is trusted for delegation ;I
[ Account is sensitive and cannot be delegated
[ Use DES encryption types for this account

—Account expires
* MNever
" End of: Wednesday,  July 1B, 2008 j

aF. Cancel | Apply

Figure 3.4. User Properties

It is important to ensure that 'Do not require Kerberos preauthentication' is checked,
occasionally it is also required to check 'Use DES encryption types for this account'
but recent testing has not required this.
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Note

Some of the domain details are slightly different in these images as
the test domain | am using is slightly different to the domain | am
using in the examples in this document.

3. Service Account Mapping

After the user account has been created it needs to be mapped to a host account
using the setspn.exe and ktpass.exe command line utilities included in the Windows
2003 Support Tools.

The first utility to use is the setspn.exe utility installed

with the Windows 2003 support tools. Documentation

for this tool is available from Microsoft
http://technet2.microsoft.com/windowsserver/en/library/b3a029al-7ff0-4f6f-87d2-
f2e70294a5761033.mspx?mfr=true
[http:/technet2.microsoft.com/windowsserver/en/library/b3a029a1-7ff0-4f6f-87d2-
f2e70294a5761033.mspx?mfr=true]

You should execute the following two command to map the testserver user to the
correct service principals.

setspn. exe -a host/testserver. kerberos.jboss.org testserver
setspn. exe -a HTTP/testserver. kerberos. jboss.org testserver
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Service Account Mapping

* [Command Prompt

= Program Files“Support Toolslsetspn.exe —a hoststestserver.umlB4d.gzslab.m

hat.com testserver
egistering ServicePrincipalMHames for CHM=testserver,.CH=Users.DC=umlB4.DC=qgs:

C=prdu,DC=redhat.DC=com
host/testserver.vmlBd.gsslab.rdu.redhat.com

pdated ohject

= Program Files“Support Toolslsetspn.exe —a HITP-Atestserver.umlB4d.gzslab.m

hat.com testserver
egistering ServicePrincipalMHames for CHM=testserver,.CH=Users.DC=umlB4.DC=qgs:

C=prdu,DC=redhat.DC=com
HITP/testserver.vmlBd.gsslab.rdu.redhat.com

pdated ohject
2w Program Files“Support Toolsl>_

Figure 3.5. Set Service Principals

The following command then can be used to list the mappings.

setspn.exe -l testserver

* [Command Prompt

=~ Program Files“Support Toolsl’setspn.exe —1 testserver
egistered ServicePrincipalMames for CH=testserver.CN=Users.DC=vmlB4,DC=gzs

=rdu,DC=redhat . DC=com:
HITP-testserver.vmlid.gszslab.rdu.redhat.com
host/testserver.vmlid.gsszlab.rdu.redhat.com

host/testserver
= Program Files“Support ToolslX_
e
Figure 3.6. List Service Principals

The next step is to use the ktpass.exe utility from the Windows 2003 support tools
and also the ktab.exe tool from the Java installation to export the keytab.
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’a Note

This section needs some further consideration, it may be possible to
just use one of the commands.

The ktpass.exe command line utility takes the user created earlier and maps it as a
trusted host, in this case you would need to execute the following command: -

kt pass -princ host/testserver @erberos.jboss.org -pass *
- mapuser KERBEROS\t est server
-out C: \testserver. host. keytab

* [Command Prompt

»Program Files“Support Tools>ktpaszs_.exe —princ hoststestserverfumlB4d_gzsl
-redhat_.com —pass * —mapuser UM_1@4“testserver —out C:xtestszerver.host_key
argeting domain controller: umlB4_ uvmlB4d_gzszlab.rdu.redhat.com
zing legacy password setting method
ARNING: r»ealm "uvmlB4.g=zszlab.prdu.redhat.com' hasz lowercase characters in it
We only currently support realmsz in UPPERCASE.
aszuming vou mean "UM184_GSSLAB_RDU.REDHAT .COM'. ..
ucceszfully mapped hoststestserver to testserver.
ype the paszsword for host-stestserver:
ype the password again to confirm:
ARNING: pType and account type do not match. Thiszs might cause problems.
ey created.
utput keytabh to Contestzerver. hozt_kevytah:
Eytah version: @x5HHA2
eysize Y8 host/testserver@UMiB4_GSSLAB.RDU_REDHAT .COM ptype @ (HKRBS_NT_UNK
vno 3 etype Bx1? C(RC4-HMAC)» keylength 16 (AxZee?d3I4f?1bA03a?44cHad1c4568

»Program Filez“Support Tools_

Figure 3.7. KTPass

The ktab.exe utility is then used to export the keytab that will be used by the
application server using the following command.

ktab -k c:\testserver. host.keytab -a
t est ser ver @XERBERGCS. JBGCSS. ORG
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Role Mapping

* [Command Prompt

swJDE1S5%bin*ktab.exe —k C:stestserver.host.keytab —a testserverfBUM184.GS5L

-REDHAT . COM
assword for testserver(BUM184.GSSLAB.RDU.REDHAT .COM:password

one!
ervice key for testserver@UM1IB4.GSESLAB.RDU.REDHAT.COM is saved in C:stests
host.keuytah

2 SJDELSSbin >

Figure 3.8. Export Keytab

The resulting keytab should then be used in setting up the host security domain as
described in Section 2.3, “Host Security Domain” .

4. Role Mapping

Finally you will need to configure a second login module in the application-policy to

load the associate roles with the user.

You could make use of the UsersRolesLoginModule as described in Section 2.4,
“Application Security Domain” [8] or you can make use of a new LDAP login module
to load the roles directly from Active Directory, an example of think login module is
documented in Section 2.1.2, “Chained Configuration”
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Chapter 4.

Free IPA

1. Free IPA

1.1. Introduction

This chapter describes the steps required to configure the authenticator which are
specific to FreelPA, these instructions are prepared using Fedora 9 with Free IPA
version 1.1.

FreelPA is an integrated security information management solution
combining Linux (Fedora), Fedora Directory Server, MIT Kerberos,
NTP, DNS. It consists of a web interface and command-line

administration tools.
—FreelPA

1.2. Pre-Requisits

These instructions assume that you already have FreelPA installed and correctly
configured along with client already able to obtain Kerberos tickets.

For documentation on how to install and configure FreelPA please see
http://www.freeipa.org/ [http://www.freeipa.org/] .

Warning

Due to the supported encryption types of FreelPA the JBoss
application server is required to be running on a Java 6 JVM with
unlimited cryptography enabled.

1.3. Service Principal Creation

In this example the test server is going to be accessible using the
‘test_server.jboss.org' domain, the first step is to create the service principal which
will represent this host.

Full information on service principal creation is

available within the FreelPA documentation
http://freeipa.org/page/AdministratorsGuide#Managing_Service_Principals
[http://freeipa.org/page/AdministratorsGuide#Managing_Service_Principals]

The easiest way to create a service principal is to make use of the FreelPA WebUI
when connected as an administrator and use the 'Add Service Principal' link.
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Chapter 4. Free IPA

Add Service Principal - Mozilla Firefox

View History Bookmarks Tools Help

b ﬂ ﬂ |l'l https://kerberos jboss orgjipajuijprincipal/new v| |v
ervice Principal b= 4 ]

freelPA

Users < | [Type search terms here.

Logg:

B Add Service Principal she

Find Users

rvice Principal Details Add Principal

Add Group
Host Name: |tast server.jboss.org Find Groups

ervice - -
Typ HTTP ~| Add Service Principal

ther Service: Find Service Principal

Manage Policy

Self Service

Add Principal Delegations

kerbero

Figure 4.1. Add Service Principal
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Service Principal Creation

Set the hostname to the hostname of your server, in this case it is
'test_server.jboss.org’, set the service type to HTTP and select 'Add Principal'.
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View Service Principal - Mozilla Firefox

View History Bookmarks Tools Help

v E J i |l'i https://kerberos jboss.org/ipafui/principal/show?prin "-"| |v
ervice Principal b= 4 ]

freelPA

Users < | [Type search terms here.

Logg:

. . | incipal Tasks
= vIEW SEWICE Delete Principa A U

Principal Find Users
ncipal

Add Group

st test server. boss.org Find Groups

vice: HTTP
Add Service Principal

Find Service Principal

Manage Policy

Self Service

Delegations

kerbero

Figure 4.2. View Service Principal
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Export Keytab

Note

Creating the service principal requires the host name to be

mapped using DNS, if this check fails you can instead create the
principal using the following command from the command line
i pa- addservi ce HTTP/test _server. | boss. or g@dBOSS. ORG

--force

1.4. Export Keytab

Caution

The steps to obtain the keytab reset the secret associated with the
principal rendering all previosuly created keytabs for the principal
invalid.

Before exporting the keytab you will need to have used the kinit tool to obtain a
Kerberos ticket-granting ticket for an administrator e.g. ki nit admi n

The command to obtain the keytab is i pa- get keyt ab with the following options: -

« -s The IPA server to obtain the keytab from.
* -p The principal to export.
» -k The name of the file to dump the keytab to.

Figure 4.3. Get Keytab
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From this point on the server should be configured as described in Chapter 2,
General Installation and tested using the Negotiation Toolkit as described in
Section 3, “Negotiation Toolkit” .

For the role mapping again you could make use of the UsersRolesLoginModule as
described in Section 2.4, “Application Security Domain” [8] or you can make use of
a new LDAP login module to load the roles directly from the Free IPA Open LDAP
server, an example of think login module is documented in Section 2.4, “Chained
Configuration”
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Chapter 5.

Microsoft Internet Explorer

1. Introduction

This chapter describes the configuration required to enable SPNEGO negotiation
in Internet Explorer. These instructions are prepared against Internet Explorer 6 on

Microsoft Windows 2003

2. Local Intranet

By default Internet Explorer only performs SPNEGO authentication against sites in

the 'Local intranet' zone.

Open the 'Internet Options' from the 'Tools' menu: -

; Megotiation Toolkit - Microsoft Internet Explorer
File Edit ‘Wew Fawvorites | Tools  Help

QEack - g3 - Iﬂ Ell .

Address :Ej http:/testserver . ke

Negotiation 1

Mail and Mews
Pop-up Blocker
Manage Add-ons...
Synchronize. ..
Windows Update

Sun Java Console

TS & T

The NegotiationToolkit 15 a s

Figure 5.1. Tools -> Internet Options

And select the 'Security' tab: -
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General Securty | F'rivan::_l,ll Enntentl Ennnectinnsl F'ru:ngramsl .-i‘-.u:lvanc:e::ll

Select a'web content zone to zpecify itz securnity settings.

® 0 @

Lacal intranet SRR El=: Restricted
zites

[nternet

Local intranet

"" This zone containg all Web sites that Cites
S are on pour arganization's intranet, —
—

— Security level for thiz zone

Custom

Custom zettings.
- To change the settings, click Custom Level.
- To uze the recommended zettings, click Defaulk Lewvel.

Cugtom Lewel. .. | Default Level |

aF. Cancel | Aoy

Figure 5.2. Internet Options

Ensure that 'Local intranet' is highlighted and click the 'Sites' command button.
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Local Intranet

localmtranet K|

.'" You can add and remaoyve Web sites From this zone, all Web sites
Y9 inthis zone will use the zone's security setkings,
-

fdd this Web site to the zone:
htkpe fitestserver . kerberos, jhoss, org

Web sites:

hcp: fisystem Remove
htkp: [ flocalhost
htkps: ) flacalbosk

[ Require server verification (https: For all sites in this zone

Close

Figure 5.3. Local Intranet

Enter the URL of the server hosting the JBoss installation and click on 'Add'.

37



Chapter 5. Microsoft Internet...

localmtranet K|

.'" You can add and remaoyve Web sites From this zone, all Web sites
Y9 inthis zone will use the zone's security setkings,
-

fdd this Web site to the zone:

| fidd
Web sites:

hcp: fisystem Remove
htkp: [ flocalhost

htkp: ftestserver . kerberos, jboss,org

https: ) flacalbost
[ Require server verification (https: For all sites in this zone

Close

Figure 5.4. Local Intranet - Site Added

This should now be sufficient for Internet Explorer to trust the JBoss installation
and to perform the SPNEGO negotiation. This can be tested by using the 'Basic
Negotiation' section of the Negotiation Toolkit web application.
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Mozilla Firefox

1. Introduction

This chapter describes the configuration required to enable SPNEGO negotiation in
Mozilla Firefox. These instructions are prepared against Mozilla Firefox 2.0.0.11 on
Microsoft Windows 2003 but have also been tested on Fedora 9 with Firefox 3.0.1.

2. Configuration

To configure Mozilla Firefox you should navigate to the about:config URL which will
display all of the configuration options for Firefox.

Set the filter to 'network.negotiate' to reduce the list to the options that relate to
negotiation.

.’;} about:config - Mozilla Firefox

File Edit \Mew History  Bookmarks Tools  Help

@ - - @ ﬁ | | about:config v | & "’ aoogle

,' Gekting Started L]. Lakest Headlines

Filker: Inetwurk.negutiate Shiow A
Preference Mame T | Skatus Type Yalue

nebwiork, negotiake-auth, allow-proxies default boolean  true

nekwiork, negotiake- auth, delegation-uris default akring

nebwiork, negotiate-auth. gsslib default akring

nekwiork, negotiake-auth, brusted-uris default akring

nekwiork, negotiake- auth, using-native-gsslib default boolean  true

Cone

Figure 6.1. Firefox Configuration

The two values which are important are 'network.negotiate-auth.trusted-uris' and
'network.negotiate-auth.delegation-uris', the first of these specifies which uris will
be trusted for SPNEGO negotiation and the second specifies which the users
credentials will actually be delegated to.
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Chapter 6. Mozilla Firefox

For the current implementation only trust is required, the use of delegation is
something that will be added in future releases.

The URIS that are entered for the above values can be anything from a partial URI
e.g. 'http://', 'testserver' to the full URI e.g. 'http://testserver.jboss.org'.
Enter string value |

C 9 network.negatiate-auth. trusted-uris

I htkp: fitestserver, kerberos, jboss, org

(]9 I Cancel

Figure 6.2. Firefox Configuration

As with Internet Explorer negotiation is automatic and this can be demonstrated
using the negotiation toolkit.
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Toolkit - Mozilla Firefox

jiewy  Hiskory  Bookmarks  Tools  Help

- I\E‘:-] i http: ftestserver kerberos, jboss. org: 8080/ jboss-neqgotiation-toolkit s | = | [ E* o0

srbed |5 Latest Headlines

tiation Toolkit

d

al
M104.G33LAE. RDUT. REDHAT . COM
ipal

S73166E5553BOF058CE 74902

darranl@dVHNi04,G33LAE.RDU,.EEDHAT. COM
Foles (members:Users)
CallerPrincipal (members:darranlidVMi04. GS33LAE. RDU.REDHAT. COM)

Figure 6.3. Firefox Negotiation Toolkit
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Chapter 7.

References

For further reading please see the following reference information.

RFC4178 The Simple and Protected GSS-API Negotiation Mechanism
[http:/itools.ietf.org/html/rfc4178] [??7?] http://tools.ietf.org/html/rfc4178

43


http://tools.ietf.org/html/rfc4178
???
http://tools.ietf.org/html/rfc4178
???
???
http://tools.ietf.org/html/rfc4178

44



Chapter 8.

Troubleshooting

1. Introduction

2. Log

2.1. Me

When working with the JBoss Negotiation authenticator there are a number
of different approaches to identify the cause of failures, this chapter contains
information on some of the approaches you can take.

The first tool that you should make use of is the Negotiation Toolikit which is
documented in ' Section 3, “Negotiation Toolkit” ', the authenticator and this
documentation were both developed using the toolkit so using this to test your
deployment will eliminate any differences introduced by your own application.

ging

Within JBoss AS the most important category to enable full TRACE logging is
‘org'jboss.security'": -

<cat egory nane="org.j boss. security">
<priority val ue="TRACE"/>
</ cat egory>

Enabling TRACE logging for the 'org'jboss.security’ will log additional information for
the authentcator, the login module and for the rest of JBoss Security.

The ‘com.sun.security.auth.module.Krb5LoginModule' login module also allows you
to enable additional logging by setting the 'debug' option to 'true': -

<nodul e- opti on nanme="debug" >t r ue</ nodul e- opti on>

Finally setting the system property - Dsun. securi ty. kr b5. debug=t r ue will result in
much more verbose output of the complete GSSAPI negotiation process.

ssage Tracing

The Log4j logging hierarchies also make it possible to selectively log at TRACE level
the actual messages exchanged, both the Request and Response messages can be
logged and this can be as Hex or as Base64.

The base category for message tracing is
org.j boss. security. negotiation. MessageTrace , enabling TRACE logging for
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this category will cause all request and response messages to be logged at TRACE
level both in Hex and in Base64.

<cat egory nane="org.j boss. security.negotiati on. MessageTrace" >
<priority val ue="TRACE"/ >
</ cat egory>

To reduce the logging to either just the request or just the response messages the
category can have . Request or . Response appended.

<cat egory
nane="org. j boss. security. negoti ati on. MessageTr ace. Request " >
<priority val ue="TRACE"/>
</ cat egory>

<cat egory
nane="org. j boss. security. negoti ati on. MessageTr ace. Response" >
<priority val ue="TRACE"/ >

</ cat egory>

This will cause the request or the response message to be logged as Hex and as
Base64.

Finally it is possible to specify that just the Hex or just the Base64 messages should
be logged by appending . Hex or . Base64 to the category.

<cat egory
nanme="or g. j boss. security. negoti ati on. MessageTr ace. Request . Hex" >
<priority val ue="TRACE"/ >
</ cat egory>

<cat egory
nane="or g. j boss. security. negoti ati on. MessageTr ace. Request . Base64" >
<priority val ue="TRACE"/ >
</ cat egory>

<cat egory
nane="org. j boss. security.negoti ati on. MessageTr ace. Response. Hex" >
<priority val ue="TRACE"/ >
</ cat egory>
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<cat egory
nane="or g. j boss. security. negoti ati on. MessageTr ace. Response. Base64" >
<priority val ue="TRACE"/ >
</ cat egory>
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Appendix A. Advanced LDAP
Login Module

The JBoss Negotiation project includes a new LDAP login module to handle the
LDAP role searching requirements.

The new login module has been based on the existing LdapExtLoginModule. The
new module now allows for GSSAPI to be used for authentication when searching
LDAP and the the configuration allows for the users search, the authentication or the
roles search to be skipped as is required.

1. Configuration

The fully qualified classname of the new login module is
org.j boss. security. negotiation. AdvancedLdapLogi nMbdul e

A Warning

If you made use of the Beta releases

the class name was

org.j boss. security. negoti ation. spnego. AdvancedLdapLogi nivbdul
the LoginModule is still available using this name, however it has

been deprecated and will be removed in a future release.

The following sections will describe the various configuration options for this login
module.

This login module supports the 'password-stacking', if this module is being used in
conjunction with other login modules this should be set to ‘'useFirstPass'.

1.1. Search Connection

The first settings are the setting used to obtain the InitialLdapContext
[http://java.sun.com/j2se/1.5.0/docs/api/javax/naming/ldap/InitialLdapContext.html]
used to search for the user and to search for the users roles.

The login module supports obtaining this InitialLdapContext using a username and
credential or using GSSAPI for a previously authenticated user.

1.1.1. Username / Credential Authentication

To authenticate using a username and password the following settings are required.
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« bindDN - The DN used to bind against the LDAP server for the user and roles
gueries. This is some DN with read/search permissions on the baseCtxDN and
rolesCtxDN values.

» bindCredential - The password for the bindDN. This can be encrypted if the
jaasSecurityDomain is specified.

 jaasSecurityDomain - The JMX ObjectName of the JaasSecurityDomain to use to
decrypt the java.naming.security.principal. The encrypted form of the password
is that returned by the JaasSecurityDomain#encrypt64(byte[]) method. The
org.jboss.security.plugins.PBEULtils can also be used to generate the encrypted
form.

1.1.2. GSSAPI Authentication

+ bindAuthentication - Set this to GSSAPI for GSSAPI based authentication.

 jaasSecurityDomain - The security domain to obtain the Subject required for the
connection.

G

a Note

For information on defining the required jaasSecurityDomain see '
Section 2.3, “Host Security Domain” '

As with the original LdapExtLoginModule all of of the properties provided to this login
mode are passed into the InitialLdapContext constructor so you can make use of any
of the options supported by the LdapCtxFactory you are using.

1.2. User DN Search

The first step this login module performs is to take the provided username and
search for the DN of the user.

» baseCtxDN - The fixed DN of the context to search for user roles. Consider that
this is not the Distinguished Name of where the actual roles are; rather, this is the
DN of where the objects containing the user roles are (e.g. for active directory, this
is the DN where the user account is)

» baseFilter - A search filter used to locate the context of the user to authenticate.
The input username/userDN as obtained from the login module callback will be
substituted into the filter anywhere a "{0}" expression is seen. This substitution
behavior comes from the standard DirContext?.search(Name, String, Object[],
SearchControls? cons) method. An common example search filter is "(uid={0})".
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» searchTimeLimit - The timeout in milliseconds for the user/role searches. Defaults
to 10000 (10 seconds).

’a Note

It is possible to disable the user DN search by omitting the
'baseCtxDN' property. In this case the provided username will be used
as the DN instead for the following steps in this login module.

1.3. User Authentication

If this login module is not the first login module and a previous login module has
already authenticated the user this step will be skipped.

If no previous login module has authenticated the user this step takes the User DN
from the User DN search and their provided credential and attempts to create a new
InitialLdapContext to verify that the User DN and credential combination is valid.

There is only one additional setting to control the behaviour of the user
authentication.

« allowEmptyPasswords - A flag indicating if empty (length==0) passwords should
be passed to the Idap server. An empty password is treated as an anonymous
login by some Idap servers and this may not be a desirable feature. Set this to
false to reject empty passwords, true to have the Idap server validate the empty
password. The default is false.

1.4. Roles Search

This final step searches for the roles that the user is a member of.

Caution

The settings for this section are similar to the LdapExtLoginModule
but do be careful at the recursion now works by finding the roles listed
within a DN.

* rolesCtxDN - The fixed DN of the context to search for user roles. Consider that
this is not the Distinguished Name of where the actual roles are; rather, this is the
DN of where the objects containing the user roles are (e.g. for active directory, this
is the DN where the user account is)

« roleFilter - A search filter used to locate the roles associated with the authenticated
user. The input username/userDN as obtained from the login module callback
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will be substituted into the filter anywhere a "{0}" expression is seen. The
authenticated userDN will be substituted into the filter anywhere a "{1}" is seen. An
example search filter that matches on the input username is: "(member={0})". An
alternative that matches on the authenticated userDN is: "(member={1})".

y>

n Note

The roleFilter attribute can be ommitted and the role search will
then use the UserDN as the DN to obtain the roleAttributelD value.

« roleAttributelD - The name of the role attribute of the context which corresponds to
the name of the role. If the roleAttributelsDN property is set to true, this property
is the DN of the context to query for the roleNameAttributelD attribute. If the
roleAttributelsDN property is set to false, this property is the attribute name of the
role name.

« roleAttributelsDN - A flag indicating whether the user's role attribute contains the
fully distinguished name of a role object, or the users's role attribute contains
the role name. If false, the role name is taken from the value of the user's role
attribute. If true, the role attribute represents the distinguished name of a role
object. The role name is taken from the value of the roleNameAttributeld™ attribute
of the corresponding object. In certain directory schemas (e.g., Microsoft Active
Directory), role (group)attributes in the user object are stored as DNs to role
objects instead of as simple names, in which case, this property should be set to
true. The default value of this property is false.

» roleNameAttributelD - The name of the role attribute of the context which
corresponds to the name of the role. If the roleAttributelsDN property is set to true,
this property is used to find the role object's name attribute. If the roleAttributelsDN
property is set to false, this property is ignored.

» recurseRules - Enable a recursive role search. The login module tracks already
added roles to cope with cyclic references.

» searchScope - Sets the search scope to one of the strings. The default is
SUBTREE_SCOPE.

* OBJECT_SCOPE - only search the named roles context.
 ONELEVEL_SCOPE - search directly under the named roles context.

* SUBTREE_SCOPE - If the roles context is not a DirContext?, search only the
object. If the roles context is a DirContext?, search the subtree rooted at the
named object, including the named object itself

» searchTimeLimit - The timeout in milliseconds for the user/role searches. Defaults
to 10000 (10 seconds).
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’a Note

The searchTimeLimit setting is shared between both of the searches.

2. Examples

Here are some example configurations making use of the new login module.

2.1. Active Directory

Here are two example configurations making use of Active Directory, the first
example shows the login module being used for both of the searches and the
authentication. The second example shows the login module being chained after the
SPNEGOLoginModule.

The following is an extract of the dumped Idiff from the Active Directory domain these
examples were tested against.

dn: CNeDarran
Lof t house, CN=User s, DC=vmL04, DC=gss| ab, DC=r du, DC=r edhat , DC=com
obj ectCl ass: top
obj ect Cl ass: person
obj ect Cl ass: organi zati onal Person
obj ect d ass: user
cn: Darran Lofthouse
di sti ngui shedNane:
CN=Darr an
Lof t house, CN=User s, DC=vmL04, DC=gss| ab, DC=r du, DC=r edhat , DC=com
menber O :
CN=Banker , CN=User s, DC=vnL04, DC=gssl| ab, DC=r du, DC=r edhat , DC=com
name: Darran Lofthouse
sAMAccount Nane: darranl
user Pri nci pal Nane: darranl @nil04. gssl ab. rdu. redhat . com

dn: CN=Banker, CN=User s, DC=vn104, DC=gssl ab, DC=r du, DC=r edhat , DC=com
obj ectCl ass: top
obj ect Cl ass: group
cn: Banker
nmenber :

CN=Darr an

Lof t house, CN=User s, DC=vmL04, DC=gss| ab, DC=r du, DC=r edhat , DC=com
di sti ngui shedNane:

CN=Banker , CN=User s, DC=vnil04, DC=gssl ab, DC=r du, DC=r edhat , DC=com
menber O :

CN=Tr ader, CN=User s, DC=vniL04, DC=gssl| ab, DC=r du, DC=r edhat , DC=com
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name: Banker
sAMAccount Nane: Banker

dn: CN=Trader, CN=User s, DC=vnil04, DC=gssl ab, DC=r du, DC=r edhat , DC=com
obj ect Cl ass: top
obj ect Cl ass: group
cn: Trader
nmenber
CN=Banker , CN=User s, DC=vnlL04, DC=gssl| ab, DC=r du, DC=r edhat , DC=com
di sti ngui shedNane:
CN=Tr ader , CN=User s, DC=vnlL04, DC=gss| ab, DC=r du, DC=r edhat , DC=com
nanme: Trader
sAMAccount Nane: Tr ader

2.1.1. Full Authentication

The following configuration would require a username and password to be provided
for the authentication process.

<appl i cati on-policy name="SPNEGO' >
<aut henti cati on>
<l ogi n- modul e
code="org.j boss. security. negotiati on. spnego. AdvancedLdapLogi nMbdul e"
flag="required">

<modul e- opti on

nane="bi ndAut henti cati on" >GSSAPI </ nodul e- opti on>
<nmodul e- opti on name="j aasSecurit yDomai n" >host </ nodul e- opti on>
<nmodul e- opti on

nane="j ava. nam ng. provi der. url ">l dap: // VMLO4: 3268</ nodul e- opti on>

<nmodul e- opti on
nanme="baseCt xDN' >CN=User s, DC=vniL04, DC=gss| ab, DC=r du, DC=r edhat , DC=conx/
nodul e- opti on>

<nmodul e- opti on
nane="baseFi | t er">(sAMAccount Nane={ 0} ) </ nodul e- opti on>

<modul e- opti on

name="rol eAttri but el D' >menber O </ modul e- opti on>
<nmodul e- opti on name="rol eAttri but el sDN'>t r ue</ nodul e- opti on>
<nodul e- opti on name="rol eNaneAttri but el D'>cn</ nodul e- opti on>

<nmodul e- opti on name="r ecur seRol es" >t r ue</ nodul e- opti on>
</ | ogi n- modul e>
</ aut henti cati on>
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</ appl i cati on-policy>

The first three options 'bindAuthentication’, ‘jaasSecurityDomain’, and
'java.naming.provider.url' configure how the login module will connect to LDAP and
how the authentication will occur.

The 'baseCtxDN' option is the DN to start the search for the user, the 'baseFilter'
attribute in this example searches for the user using the 'sAMAccountName' attribute.

As the 'memberOf' attribute is going to be read directly from the user there is no
need to specify a 'rolesCtxDN' or 'roleFilter', instead the attribute named by the
'roleAttributelD' option which in this case is 'memberOf' will be read directly from the
user.

The ‘roleAttributelsDN' option then specifies that this value is a DN so the group
object is retrieved and finally the ‘roleNameAttributelD' option specifies that the
attribute ‘cn’ should be read from the group. This is the role that this login module
returns.

Finally the 'recurseRoles' attribute is set to true so the DN from the located group is
used to repeat the process so if a group is configured with the 'memberOf* attribute
then this will be recursively used to locate all of the roles.

2.1.2. Chained Configuration

The following configuration shows the AdvancedLdapLoginModule chained after the
SPNEGOLoginModule.

<appl i cation-policy name="SPNEGO' >
<aut henti cati on>
<l ogi n- modul e
code="org.j boss. security. negotiation. spnego. SPNEGOLogi hMbdul e"
flag="requisite">
<modul e- opti on
nane="passwor d- st acki ng" >useFi r st Pass</ nodul e- opti on>
<nmodul e- opti on
nanme="ser ver Securi t yDomai n" >host </ nodul e- opti on>
</ | ogi n- modul e>

<l ogi n- nodul e

code="org. j boss. security. negoti ati on. spnego. AdvancedLdapLogi nMbdul e"
flag="required">
<nmodul e- opti on

nanme="passwor d- st acki ng" >useFi r st Pass</ nodul e- opti on>
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<modul e- opti on

nane="bi ndAut hent i cat i on" >GSSAPI </ nodul e- opti on>
<nodul e- opti on name="j aasSecurityDomai n" >host </ nodul e- opti on>
<nmodul e- opti on

nane="j ava. nam ng. provi der. url ">l dap: // VMLO4: 3268</ nodul e- opti on>

<nmodul e- opti on
nane="baseCt xDN'>CN=User s, DC=vmlL04, DC=gssl| ab, DC=r du, DC=r edhat , DC=conx/
nmodul e- opti on>
<nmodul e- opti on
nane="baseFi | ter">(userPri nci pal Nane={ 0} ) </ nodul e- opti on>

<nmodul e- opti on

nane="rol eAttri but el D' >menber O </ nodul e- opti on>
<nodul e- opti on name="rol eAttri butel SDN'>true</ nodul e- opti on>
<modul e- opti on name="r ol eNaneAttri but el D'>cn</ nodul e- opti on>

<nmodul e- opti on name="r ecur seRol es" >t r ue</ nodul e- opti on>
</ | ogi n- modul e>
</ aut henti cati on>
</ appl i cati on-policy>

The majority of this configuration is identical to the previous example, the first
notable exception is that both login modules should have 'password-stacking' to
‘'useFirstPass' this allows the first login module to pass the username to the second
login module.

The second change is that now the 'baseFilter' now searched on the
‘'userPrincipalName', this is because this is the name identified by the
SPNEGOLoginModule.

Apart from these changes the rest of these changes are identical to ' Section 2.1.1,
“Full Authentication” "

2.2. Free IPA

Here are two example configurations making use of the Open LDAP part of Free IPA,
the first example shows the login module being used for both of the searches and the
authentication. The second example shows the login module being chained after the
SPNEGOLoginModule.

The following is an extract of the dumped Idiff from the Free IPA domain these
examples were tested against.
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dn: ui d=darranl, cn=users, cn=account s, dc=j boss, dc=or g
di spl ayName: Darran Lofthouse
ui d: darranl

title: M

obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
sn: Lofthouse
darran. | of t house@ boss. com

mai | :

top

person

or gani zat i onal Per son
i net Or gPer son

i net User

posi xAccount

kr bPri nci pal Aux

radi usprofile

kr bPri nci pal Nane: darranl @BGCSS. ORG
gi venNane: Darran
cn: Darran Lofthouse

initials: DL
cn=banker, cn=gr oups, cn=account s, dc=j boss, dc=org
cn=Tr ader, cn=gr oups, cn=account s, dc=j boss, dc=org

menber O ;
menber O :

dn: cn=Banker, cn=gr oups, cn=account s, dc=j boss, dc=or g

obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:

cn: Banker
menber O :
nmenber :

top

gr oupof nanes
posi xG oup

i net User

cn=t r ader, cn=gr oups, cn=account s, dc=j boss, dc=org
ui d=darranl , cn=user s, cn=account s, dc=j boss, dc=org

dn: cn=Trader, cn=gr oups, cn=account s, dc=j boss, dc=or g

obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:
obj ect Cl ass:

cn: Trader
nmenber :

top

gr oupof nanes
posi xG oup

i net User

cn=Banker, cn=gr oups, cn=account s, dc=j boss, dc=org

As you can see for the purpose of configuring the login modules the structure is
very similar to the structure used by Active Directory so the resulting login module
configuration is going to be very similar.

2.3. Full Authentication

The following configuration would require a username and password to be provided
for the authentication process.

57



Appendix A. Advanced LDAP Log...

<appl i cati on-policy name="SPNEGO' >
<aut henti cati on>
<l ogi n- nodul e

code="org.j boss. security. negotiati on. spnego. AdvancedLdapLogi nMbdul e"
flag="required">
<nmodul e- opti on

nanme="bi ndAut henti cat i on" >GSSAPI </ nodul e- opt i on>
<nmodul e- opti on name="j aasSecurityDomai n" >host </ nodul e- opti on>

<nmodul e- opti on
nane="j ava. nam ng. provi der. url ">l dap: // ker ber os. j boss. or g: 389</
nodul e- opti on>

<nmodul e- opti on
nane="baseCt xDN'>cn=user s, chn=account s, dc=j boss, dc=or g</ nodul e-
opti on>
<nmodul e- opti on name="baseFi | ter">(ui d={0}) </ nodul e- opti on>

<nmodul e- opti on

nane="rol eAttri but el D' >menber O </ nodul e- opti on>
<nodul e- opti on name="rol eAttri butel SDN'>true</ nodul e- opti on>
<nmodul e- opti on name="r ol eNaneAttri but el D'>cn</ nodul e- opti on>

<nmodul e- opti on name="r ecur seRol es" >t r ue</ nodul e- opti on>
</ | ogi n- nodul e>
</ aut henti cati on>
</ appl i cati on-policy>

The first three options 'bindAuthentication’, ‘jaasSecurityDomain’, and
'java.naming.provider.url' configure how the login module will connect to LDAP and
how the authentication will occur.

The 'baseCtxDN' option is the DN to start the search for the user, the 'baseFilter'
attribute in this example searches for the user using the 'uid" attribute.

As the 'memberOf' attribute is going to be read directly from the user there is no
need to specify a 'rolesCtxDN' or 'roleFilter', instead the attribute named by the
'roleAttributelD' option which in this case is 'memberOf' will be read directly from the
user.

The ‘roleAttributelsDN' option then specifies that this value is a DN so the group
object is retrieved and finally the ‘roleNameAttributelD' option specifies that the
attribute ‘cn' should be read from the group. This is the role that this login module
returns.
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Finally the 'recurseRoles' attribute is set to true so the DN from the located group is
used to repeat the process so if a group is configured with the 'memberOf* attribute
then this will be recursively used to locate all of the roles.

2.4. Chained Configuration

The following configuration shows the AdvancedLdapLoginModule chained after the
SPNEGOLoginModule.

<appl i cati on-pol i cy nanme="SPNEGO'>
<aut henti cati on>
<l ogi n- nrodul e

code="org.j boss. security. negotiation. spnego. SPNEGOLogi nhMbdul e"
flag="requisite">
<nmodul e- opti on
nane="passwor d- st acki ng" >useFi r st Pass</ nodul e- opti on>
<nmodul e- opti on
nanme="ser ver Securi t yDomai n" >host </ nodul e- opti on>
</ | ogi n- modul e>

<l ogi n- nodul e

code="org. j boss. security. negotiati on. spnego. AdvancedLdapLogi nMbdul e"
fl ag="required">
<nmodul e- opti on

nanme="passwor d- st acki ng" >useFi r st Pass</ nodul e- opti on>

<nmodul e- opti on
nanme="bi ndAut henti cat i on" >GSSAPI </ nodul e- opti on>
<modul e- opti on name="j aasSecurityDomai n">host </ nodul e- opti on>

<nmodul e- opti on
nane="j ava. nam ng. provi der. url ">l dap: // ker ber os. j boss. or g: 389</
nodul e- opti on>

<nmodul e- opti on
nane="baseCt xDN'>cn=user s, cn=account s, dc=j boss, dc=or g</ nodul e-
opti on>

<modul e- opti on
nane="baseFi | t er">(krbPri nci pal Nanme={ 0} ) </ nodul e- opti on>

<nodul e- opti on

nane="rol eAttri but el D'>menber O </ nodul e- opti on>
<nmodul e- opti on name="rol eAttri butel sDN'>true</ nodul e- opti on>
<nodul e- opti on name="r ol eNaneAttri but el D'>cn</ nodul e- opti on>
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<nmodul e- opti on name="r ecur seRol es" >t r ue</ nodul e- opti on>
</ | ogi n- modul e>
</ aut henti cati on>
</ application-policy>

As with the Active Directory examples the majority of this configuration is identical to
the previous example, the first notable exception is that both login modules should
have 'password-stacking' to 'useFirstPass' this allows the first login module to pass
the username to the second login module.

The second change is that now the 'baseFilter' now searched on the
'krbPrincipalName', this is because this is the name identified by the
SPNEGOLoginModule.

Apart from these changes the rest of these changes are identical to ' Section 2.3,
“Full Authentication” "
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